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1. Legal Framework

1.1 Key Laws and Regulations

Key Laws and Regulations

The banking sector in Luxembourg operates under a
comprehensive legal and regulatory framework that
integrates both national legislation and European
Union directives and regulations. The backbone of
Luxembourg’s banking framework is the Law of 5
April 1993 on the Financial Sector (LFS), as amended,
which governs authorisation, prudential supervision,
conduct of business, and organisational requirements
for credit institutions established in Luxembourg. In
addition, the banking regulatory web is also based on
the following major legal texts:

* Directive 2013/36/EU (CRD 1V), as amended, and
Regulation (EU) No 575/2013 (CRR), as amended,
establishing prudential requirements for credit
institutions and investment firms; CRD IV is imple-
mented through the LFS, while the CRR is directly
applicable;

+ Directive 2014/59/EU (BRRD) - transposed into
Luxembourg law by the Law of 18 December
2015 on the failure of credit institutions and cer-
tain investment firms (the 2015 Law), establishing
recovery and resolution planning requirements;
together with the Single Resolution Mechanism
Regulation (Regulation (EU) No 806/2014), it forms
the EU bank resolution framework;

« Directive (EU) 2015/849 (AMLD 1V), as amended
- implemented through the Law of 12 November
2004 on the fight against money laundering and
terrorist financing; the new AML package adopted
in 2024, comprising the EU AML Regulation, Direc-
tive (EU) 2024/1640 (AMLD VI) and the establish-
ment of a pan-European AML authority (AMLA), will
overhaul the regime by July 2027;

« Directive 2014/49/EU (DGSD) - transposed by the
2015 Law, ensuring depositor protection up to
EUR100,000 per depositor;

* Regulation (EU) 2022/2554 (DORA) — applicable
from January 2025, introducing harmonised rules
on ICT risk management, operational resilience and
third-party service oversight;

« Directive 2014/65/EU (MIFID Il) — implemented
through the LFS, setting conduct of business
and investor protection standards for investment
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services, complemented by Regulation (EU) No
600/2014 (MiFIR);

* Regulation (EU) 2023/1114 (MiCA) — directly
applicable from June 2024 for stablecoin issuers
and from December 2024 for crypto-asset service
providers, introducing the EU’s first harmonised
framework for crypto-assets;

* Regulation (EU) 2016/679 (GDPR) — directly appli-
cable, imposing strict data protection, privacy and
governance requirements;

* Directive (EU) 2015/2366 (PSD Il) — transposed by
the Law of 20 July 2018 amending the Law of 10
November 2009 on payment services, regulating
payment services, e-money and strong customer
authentication (the 2009 Law); and

* Regulation (EU) No 648/2012 (EMIR) — directly
applicable, setting out requirements for derivatives
clearing, risk mitigation and reporting.

The Luxembourg regulatory regime is further sup-
ported through CSSF regulations and circulars and
guidelines issued by the European Banking Author-
ity, which complement the laws and regulations and
specify the application thereof.

Supervisory Authorities

The Commission de Surveillance du Secteur Financier
(CSSF) and the European Central Bank (ECB) are the
principal supervisory authorities responsible for licens-
ing and overseeing credit institutions in Luxembourg.
Under the Single Supervisory Mechanism (SSM),
significant credit institutions are directly supervised
by the ECB, while less significant institutions remain
under the direct supervision of the CSSF within a har-
monised European framework. The Banque Centrale
du Luxembourg (BCL) contributes to monetary policy
implementation, liquidity monitoring, and macropru-
dential oversight as part of the European System of
Central Banks (ESCB), working in close co-operation
with both the ECB and the CSSF. The BCL also co-
ordinates with the Ministry of Finance on matters relat-
ing to financial stability and macroprudential policy.
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2. Authorisation

2.1 Licences and Application Process
Authorisation Requirement

A legal entity intending to carry out the business
activity of a credit institution in Luxembourg must
first obtain written authorisation pursuant to the LFS
and the SSM conferring specific tasks on the ECB
concerning policies relating to the prudential super-
vision of credit institutions (the Single Supervisory
Mechanism Regulation or SSM). Under the LFS, a
credit institution is defined as an undertaking whose
business consists in receiving deposits or other repay-
able funds from the public and granting credits for its
own account.

Institutions incorporated outside the European Eco-
nomic Area (EEA) are required to obtain a licence
from the competent Luxembourg authorities before
commencing operations in Luxembourg. In contrast,
credit institutions authorised in another EEA member
state may provide banking services in Luxembourg
by exercising their passporting rights under Directive
2013/36/EU (the Capital Requirements Directive), sub-
ject to compliance with applicable notification proce-
dures.

Operating as a credit institution without proper author-
isation constitutes a criminal offence under Luxem-
bourg law and may give rise to both administrative
sanctions (including fines) and criminal prosecution.
The authorisation process ensures that only entities
meeting stringent prudential, governance, and con-
duct requirements - set forth in the LFS and relevant
EU legislation — are permitted to operate as banks in
Luxembourg.

Application Process, Timeline and Regulator
Engagement

Potential applicants seeking a banking licence in Lux-
embourg must submit their application to the CSSF.
The CSSF conducts an initial assessment under
national law and, in the case of significant credit insti-
tutions within the meaning of the SSM, submits a draft
decision to the ECB. If the ECB raises no objections
or approves the draft decision, authorisation is grant-
ed to the applicant. For less significant institutions,
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authorisation is granted directly by the CSSF following
notification to the ECB.

The application must include, among other things:

+ detailed information on the legal form and structure
of the applicant;

+ a programme of activities and business plan;

+ evidence of central administration and infrastruc-
ture in Luxembourg, including robust risk man-
agement policies, governance arrangements, and
adequate internal control mechanisms;

+ details regarding shareholding structure and quali-
fying holdings;

« documentation demonstrating the professional
repute and experience of members of the manage-
ment body (fit and proper assessments);

« information on capital structure together with evi-
dence of paid-up initial capital (minimum EURS8.7
million); and

+ annual accounts audited by an approved statutory
auditor.

Timeline

Upon receipt of an application, the CSSF first con-
ducts a completeness check. Once deemed com-
plete, a full review follows, which typically involves
iterative engagement with applicants through requests
for clarifications or additional documentation. As per
the LFS, the CSSF must reach a decision within six
months from submission of a complete file — ie, when
all required information has been provided — but not
later than twelve months from initial submission. In
practice, straightforward applications are generally
processed within six to nine months; more complex
cases may take up to 12 months.

Activities Covered and Restrictions

A bank granted a banking licence in Luxembourg is
authorised to provide typical banking services such as
deposit-taking, lending, financial leasing, guarantees,
money market operations, and other financial services
as enumerated in Annex | of the LFS. In addition to
these core activities, a licensed bank may also offer
payment services, issue electronic money and provide
investment services; however, it must comply with all
applicable provisions set out in sector-specific legisla-
tion (for example, the 2009 Law, the Law of 30 May
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2018 on markets in financial instruments, and any rel-
evant laws governing crypto-assets). Where required
by law or regulation — particularly for novel or high-risk
activities — additional registration or notification obli-
gations may apply.

Each service offered by a bank must form part of its
business plan as communicated to the CSSF at the
time of authorisation or subsequently updated if new
activities are contemplated. Any material change or
extension to the range of permitted activities generally
requires prior notification to or approval by the CSSF.

Banks are prohibited from engaging in non-financial
commercial and industrial business activities as well
as insurance services except where such activities are
strictly ancillary to their financial business (for exam-
ple, acquisition or management of collateral). This
prohibition serves to safeguard prudential soundness
and prevent conflicts between banking operations and
unrelated commercial interests.

Ancillary and Complementary Activities

Banks in Luxembourg are permitted to offer a range of
ancillary activities in connection with their provision of
investment services, as defined under the LFS and rel-
evant EU legislation. These ancillary activities include:

« safekeeping and administration of financial instru-
ments for clients;

* granting credits or loans to investors for the pur-
pose of carrying out transactions involving one
or more financial instruments, where the bank is
involved in the transaction;

+ advice to undertakings on capital structure, indus-
trial strategy, and related matters, as well as advice
and services relating to mergers and acquisitions;

« foreign exchange services where these are con-
nected with the provision of investment services;

« investment research and financial analysis con-
cerning transactions in financial instruments; and

* services related to underwriting and placement of
financial instruments on a firm commitment or best
efforts basis.

All such ancillary services may only be offered insofar

as they are directly related to the investment services
provided by the bank.
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Passporting and Cross-Border Activities
Luxembourg banks benefit from the European pass-
port regime under CRD 1V, which enables them to
provide banking services across the EEA either on a
cross-border basis or through the establishment of
branches, without requiring separate local licences
or incorporation of new entities in host countries.
A Luxembourg-authorised bank intending to pro-
vide cross-border services or establish a branch in
another EEA member state must notify the CSSF of
its intentions. The CSSF is then required to notify the
competent authority of the host member state within
one month; activities may commence following this
notification process, subject to any additional require-
ments imposed by host authorities — particularly in
cases involving branch establishments.

The establishment of branches or subsidiaries outside
the EEA requires prior approval from the CSSF before
operations can begin.

Non-EEA credit institutions wishing to offer banking
services in Luxembourg must obtain full authorisation
from the CSSF, whether operating through a branch
or by establishing a subsidiary. A subsidiary incorpo-
rated in Luxembourg is treated as a separate legal
entity and is subject to all authorisation requirements
applicable to domestic credit institutions. A branch
does not constitute a distinct legal entity but must
nevertheless receive a banking licence from the CSSF;
this process includes an assessment of both the for-
eign parent institution and its group structure. In such
cases, close co-operation between the CSSF and the
relevant foreign supervisory authority is expected,
particularly with respect to prudential standards and
ongoing supervision.

3. Changes in Control

3.1 Requirements for Acquiring or Increasing
Control Over a Bank

Requirements Governing Change in Control

The acquisition, direct or indirect, of a qualifying hold-
ing in a Luxembourg credit institution or any further
increase in such a holding is subject to prior notifica-
tion and approval by the CSSF. Notification must be
made for any transaction that would result in:
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+ acquiring or reaching or exceeding the 10%, 20%,
33 1/3%, or 50% thresholds of capital or voting
rights; or

« the credit institution becoming a subsidiary of the
acquirer.

Any person intending to reduce their participation
below these thresholds must notify the CSSF in
advance, without approval.

These thresholds apply to both direct and indirect
holdings (including concerted action), and the CSSF
examines the entire shareholding structure up to the
ultimate beneficial owner(s). For indirect holdings, the
CSSF applies the control criterion and the multiplica-
tion criterion to determine the participation percent-
ages.

There are no blanket prohibitions on the acquisition
of qualifying holdings; however, all acquirers, regard-
less of nationality, must satisfy the CSSF’s prudential
requirements.

Regulatory Filings and Assessment Procedure

Any person intending to acquire, increase, or decrease
a qualifying holding in a Luxembourg credit institu-
tion must submit a formal notification to the CSSF in
accordance with the LFS, relevant EU legislation, and
supporting CSSF circulars. Notification is effected by
submitting a notification letter to the CSSF accom-
panied by all relevant documentation and informa-
tion supporting the transaction. The notification must
include, among other things:

« identification of the proposed acquirer(s);

« structure of the transaction;

« detailed information on the acquirer’s financial situ-
ation, business reputation, and fitness;

« the source and proof of funds used for the acquisi-
tion;

« information on future strategic plans, including any
intended changes in governance arrangements,
business model, or risk profile; and

« fit and proper assessments for shareholders and
directors.

The CSSF acknowledges receipt of the notification
within two working days from receipt. The assess-
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ment period is sixty working days commencing from
acknowledgement that the file is complete; this peri-
od may be extended once by up to thirty additional
working days if further information is requested from
the applicant. To avoid delays, especially in complex
transactions, pre-filing discussions with the CSSF are
strongly recommended.

The examination of a notification focuses on five key
assessment criteria:

+ the reputation (integrity and professional compe-
tence) of the proposed acquirer;

+ the reputation and experience of those who will
direct the business;

« the financial soundness of the acquirer;

« compliance with prudential requirements; and

+ the absence of suspicion regarding money launder-
ing or terrorist financing.

The CSSF may object to a proposed acquisition if any
of these conditions are not met; otherwise, approval
will be granted. For significant institutions under the
SSM, following its review, the CSSF communicates
its proposal together with all relevant documentation
to the ECB, which retains final authority to object or
approve.

Post-Approval and Ongoing Requirements
Once a proposed acquisition is approved, ongoing
requirements include:

+ notification to the CSSF of any subsequent
changes affecting control or qualifying holdings (for
example, further increases or decreases crossing
regulatory thresholds), whether direct or indirect;

» prompt disclosure to the CSSF of any mate-
rial changes in ownership structure, governance
arrangements, financial condition, or reputation
that could affect the institution’s stability or prudent
management; and

» ongoing compliance with supervisory requirements
such as anti-money laundering and counter-ter-
rorist financing (AML/CTF) obligations, as well as
continued adherence to fit and proper standards
for shareholders and directors under applicable
national law and EU regulations.
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If control is acquired without prior approval from the
CSSF (and where applicable, the ECB), the authori-
ties may take appropriate measures as provided by
law. Such measures may include suspension of vot-
ing rights attached to the shares concerned, orders
requiring divestment of shares acquired unlawfully,
imposition of administrative sanctions or fines, or oth-
er remedial actions necessary to safeguard the sound
management and stability of the credit institution.

4. Governance

4.1 Corporate Governance Requirements
Statutory and Regulatory Requirements

Credit institutions in Luxembourg are required to
maintain a clear organisational structure with well-
defined, transparent, and consistent lines of respon-
sibility; effective procedures for identifying, managing,
monitoring, and reporting risks; as well as adequate
internal control mechanisms. These requirements are
established by the LFS and further detailed in CSSF
Circular 12/552 on central administration, internal
governance, and risk management (Circular 12/552).
Both the LFS and Circular 12/552 require the perma-
nent existence of robust internal control mechanisms
based on the three-lines-of-defence model: opera-
tional management as the first line; independent risk
management and compliance functions as the second
line; and an independent internal audit function as the
third line.

The management body — which includes both the
board of directors and authorised management — must
collectively possess the necessary knowledge, skills,
experience, integrity, and professional competence to
ensure sound and prudent management at all times.
The CSSF assesses both individual members’ integ-
rity (“fit and proper” criteria) as well as collective suit-
ability before appointment; it may object to proposed
changes in board composition if these could impair
effective governance or prudent oversight.

Furthermore, credit institutions must establish a doc-
umented risk appetite framework approved by their
management body; implement remuneration poli-
cies aligned with long-term institutional interests that
do not encourage excessive risk-taking, and adopt
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comprehensive policies for identifying, preventing, or
managing conflicts of interest.

Voluntary Codes and Industry Initiatives

While there is no single national voluntary code spe-
cifically applicable to credit institutions in Luxem-
bourg, many institutions — particularly those belonging
to international banking groups — adopt group-wide
governance frameworks established by their parent
entities. These frameworks frequently incorporate
international best practices relating to environmental,
social, and governance (ESG) criteria and sustainabil-
ity standards. In addition, the Luxembourg Bankers’
Association (ABBL) promotes ESG and sustainability
best practices through recommendations and guide-
lines which, although not legally binding, encourage
member institutions to pursue higher standards of
transparency, stakeholder engagement, and ethical
conduct beyond minimum legal requirements. Adop-
tion of such voluntary codes remains at the discre-
tion of each institution but can serve as an important
tool for enhancing market reputation and stakeholder
confidence.

Diversity Requirements

Recent amendments to the LFS, as well as updates to
Circular 12/552, have significantly strengthened provi-
sions regarding diversity, independence, and gender
balance within the management bodies of Luxem-
bourg credit institutions. These changes implement
requirements from Directive (EU) 2019/878 (CRD V),
as transposed into Luxembourg law through the LFS.

Credit institutions are now required to adopt a for-
mal diversity policy applicable to their management
bodies — including both supervisory and management
functions — which must address factors such as gen-
der, professional background, age, and geographical
origin. The objective is to ensure a broad range of
perspectives and experiences in strategic decision-
making processes.

In addition, enhanced independence requirements
mandate that a sufficient number of independent
members serve on management bodies — particularly
in significant institutions — to promote effective over-
sight and robust governance.
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The gender-neutral remuneration principle introduced
by CRD V - and implemented in the LFS — applies
across all staff whose professional activities have a
material impact on the institution’s risk profile (“identi-
fied staff”). This principle requires that remuneration
policies ensure equal pay for equal work or work of
equal value regardless of gender.

Bankers’ Oath or Equivalent Binding Rules of
Conduct

Luxembourg does not impose a statutory “Bankers’
Oath” or any equivalent formal pledge of professional
conduct akin to those required in some other jurisdic-
tions. However, all employees of credit institutions —
including both management and staff — are subject to
strict professional conduct rules under the LFS, which
are enforced by the CSSF. These rules encompass
duties of integrity, confidentiality, diligence, avoidance
of conflicts of interest, and compliance with anti-mon-
ey laundering (AML) obligations. Breaches of these
duties may result in disciplinary action or regulatory
sanctions.

In addition to statutory requirements, many banks
require their employees to adhere to internal codes
of ethics or conduct. These internal codes often rein-
force legal obligations and may also address broader
issues such as ethical behaviour, whistle-blowing pro-
cedures, and corporate social responsibility.

4.2 Registration and Oversight of Senior
Management

Statutory and Regulatory Requirements

In Luxembourg, the appointment of directors and
managers (“senior management”) of credit institutions
is subject to stringent regulatory scrutiny by the CSSF,
pursuant to the LFS and detailed guidance set out
in relevant CSSF circulars, such as Circular 12/552
on internal governance. Senior management encom-
passes members of the management body in both
its supervisory and managerial functions — including
executive and non-executive directors, board mem-
bers, chief executive officer, chief risk officer, chief
compliance officer —among others. Credit institutions
are required to clearly define roles, responsibilities,
and reporting lines for each designated individual as
part of their internal governance framework.
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The process for appointing members of senior man-
agement is as follows:

* Prior Notification: Any proposed appointment or
change in senior management must be notified
to the CSSF before taking effect; in certain cases
prior approval may be required.

» Submission Requirements: The notification must
include a comprehensive file for each candidate
comprising:

(a) a detailed curriculum vitae with evidence of
professional qualifications and experience;

(a) criminal record extracts from all relevant juris-
dictions;

(b) a declaration of honour including information
on other mandates or directorships held;

(c) details regarding professional references; and

(d) disclosure of any potential conflicts of interest.

+ Assessment: The CSSF conducts a thorough fit
and proper assessment evaluating integrity, reputa-
tion, competence, experience, time commitment
(including an assessment as to whether sufficient
time can be devoted to duties), independence, and
any potential conflicts of interest.

+ Additional Information: The CSSF may request
interviews with candidates or seek further docu-
mentation or clarification as deemed necessary to
complete its assessment.

Screening and Ongoing Suitability

The bank is responsible for conducting comprehen-
sive initial due diligence on all candidates for manage-
ment positions before submitting them to the CSSF.
This due diligence must address all aspects of the fit
and proper criteria — including integrity, professional
competence, experience, time commitment, inde-
pendence, and absence of conflicts of interest — as
set out in the LFS and relevant CSSF circulars.

Ongoing monitoring is required to ensure continued
compliance with suitability standards throughout each
manager’s tenure. This includes periodic reassess-
ment — such as during annual reviews or following
significant events — and prompt action if any concerns
arise regarding a manager’s fitness or propriety.

Any change that may affect a manager’s suitability
— whether arising from changes in role or function or
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from new circumstances such as criminal proceed-
ings or loss of professional qualifications — must be
promptly notified to the CSSF. The CSSF may then
reassess the individual’s suitability and, if necessary,
order their removal or replacement.

All persons participating in the management of a
credit institution must satisfy fit and proper stand-
ards continuously throughout their tenure. Banks are
also required to maintain an up-to-date register of key
function holders and authorised managers at all times;
this register must be available for inspection by the
CSSF upon request.

The CSSF regularly reviews institutions’ governance
arrangements and fit and proper frameworks during
on-site inspections and thematic reviews. Any defi-
ciencies identified during these supervisory activities
may result in remedial measures or sanctions imposed
by the CSSF.

4.3 Remuneration Requirements

Individuals Subject to the Remuneration
Requirements

Remuneration in Luxembourg credit institutions is
governed by the LFS, relevant CSSF circulars, and
the European Banking Authority (EBA) Guidelines
on sound remuneration policies (EBA/GL/2021/04).
These rules implement requirements from CRD V, as
transposed into Luxembourg law through the LFS.

The remuneration framework applies to:

* members of the management body (including both
executive and non-executive directors);

* senior management responsible for day-to-day
operations; and

« identified staff — namely employees whose pro-
fessional activities have a material impact on the
institution’s risk profile (“material risk takers”), as
defined in Commission Delegated Regulation (EU)
2021/923.

CRD V introduced flexibility, allowing remuneration
rules to be applied on a solo, sub-consolidated, or
consolidated basis depending on the group’s organi-
sational structure and risk profile; this determination is
subject to regulatory assessment by the CSSF.
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The principle of gender-neutral remuneration — formal-
ly enshrined by CRD V - requires equal pay for equal
work or work of equal value as well as transparent pay
structures. Institutions must document their approach
to ensuring gender neutrality within their remuneration
policies.

Smaller and non-complex institutions may benefit
from proportionality waivers with respect to certain
deferral requirements and pay-in-instruments obliga-
tions; eligibility for such waivers is determined accord-
ing to specific criteria set out in EU law and detailed
further in CSSF guidance.

Relevant Remuneration Principles

Remuneration policies in Luxembourg credit institu-
tions must promote sound and effective risk man-
agement, align pay with long-term performance, and
discourage excessive risk-taking. These requirements
are set out in the LFS, relevant CSSF circulars, EU
directives (notably CRD IV/CRD V), and EBA Guide-
lines on sound remuneration policies. Key require-
ments include:

+ Balance Between Fixed and Variable Pay: Vari-
able remuneration for identified staff — employ-
ees whose professional activities have a material
impact on the institution’s risk profile — must be
appropriately capped relative to fixed pay; it may
not exceed 100% of fixed remuneration (or up to
200% with explicit shareholder approval).

Deferral and Instruments: At least 40% (rising to
at least 60% for senior management or higher-risk
categories) of variable pay must be deferred over
a period of three to five years; at least half of both
deferred and non-deferred variable remuneration
must consist of shares or equivalent instruments.
Risk Adjustment and Clawback: Remuneration
must be subject to both ex ante (before award) and
ex post (after award) risk assessment mechanisms
— including malus (downward adjustment before
vesting) or clawback (recovery after payment) —
where there is evidence of misconduct or signifi-
cant deterioration in financial performance.
Governance Oversight: The remuneration policy
must be approved by the management body,
reviewed annually, and monitored by an independ-
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ent remuneration committee composed primarily of
non-executive or independent directors.

« Gender Neutrality: Pay structures must ensure
equal treatment irrespective of gender; this princi-
ple is enshrined in CRD V and implemented under
Luxembourg law.

Looking ahead, CRD VI is expected to introduce
stricter deferral rules, enhanced transparency regard-
ing ESG-linked metrics in remuneration frameworks,
and a broader scope for identifying material risk tak-
ers; however, these changes are not yet in force.

Regulators’ Supervisory Approach

The CSSF oversees compliance with remuneration
requirements in Luxembourg credit institutions. For
significant institutions under the SSM, this oversight is
exercised in co-ordination with the ECB, which holds
direct supervisory authority; for less significant institu-
tions, primary responsibility remains with the CSSF.

Supervisory focus areas include:

* the governance and independence of remunera-
tion committees, ensuring effective oversight and
avoidance of conflicts of interest;

« the identification of material risk takers based on
both qualitative and quantitative criteria in accord-
ance with Commission Delegated Regulation (EU)
2021/923, as well as the application of proportion-
ality principles for smaller or less complex institu-
tions;

« the implementation of deferral arrangements,
malus and clawback mechanisms to ensure align-
ment between risk outcomes and variable pay; and

« the integration of gender-neutral remuneration prin-
ciples and ESG-linked policies into overall remu-
neration frameworks.

If deficiencies are identified during supervisory
reviews or inspections, the CSSF may require reme-
diation - including changes to remuneration policies
or practices — restrict or suspend variable pay awards,
or impose administrative sanctions such as fines or
other measures provided by law.
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5. AML/KYC

5.1 AML and CFT Requirements

Legal and Regulatory Framework

Luxembourg’s anti-money laundering and counter-
terrorist financing (AML/CTF) regime is primarily gov-
erned by the Law of 12 November 2004 on the Fight
Against Money Laundering and Terrorist Financing,
as amended (AML Law). The AML transposes the
Fourth and Fifth AML Directives into national law and
incorporates provisions of the Sixth AML Directive
(Directive (EU) 2018/1673). The AML Law is regularly
updated to reflect evolving EU requirements as well
as international standards such as those set by the
Financial Action Task Force (FATF). It is complemented
by CSSF Regulation 12-02 and several CSSF circu-
lars, which provide detailed guidance on governance
arrangements, internal controls, customer due dili-
gence obligations, reporting requirements, staff train-
ing, and risk-based supervision for credit institutions.

As mentioned, in June 2024 the European Union
adopted a new AML package consisting of:

* Regulation (EU) 2024/1624 (AMLR), establishing a
Single Rulebook for anti-money laundering;

+ Regulation (EU) 2024/1620 (AMLA Regulation) cre-
ating EU Anti-Money Laundering Authority (AMLA);
and

* Directive (EU) 2024/1640 (AMLD®6) which will
replace the existing directive-based framework by
2027.

These measures aim to harmonise AML/CTF stand-
ards across member states through directly applicable
regulations, and introduce direct EU-level supervision
through the AMLA. The directive will require national
transposition within a specified timeframe.

Luxembourg has also implemented robust benefi-
cial ownership transparency measures. The Register
of Beneficial Owners (RBE) for companies has been
effective since March 2019; the Register of Fiduci-
aries and Trusts (RFT) has been effective since July
2020. Companies, trustees, and fiduciary agents are
required to collect accurate, adequate, and up-to-date
beneficial ownership information for filing with these
registers. These registers are accessible to competent
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authorities and, under certain conditions, to members
of the public. Non-compliance with these obligations
may trigger administrative measures or criminal sanc-
tions.

Core Obligations for Banks

Banks qualify as obliged entities under the AML Law
and must apply a risk-based approach proportion-
ate to their size, activities and customer profile. Their
principal duties include:

« customer due diligence: identify and verify custom-
ers and beneficial owners before entering a busi-
ness relationship or executing significant transac-
tions;

« enhanced due diligence: apply stricter controls for
politically exposed persons (PEPs), high-risk juris-
dictions and correspondent banking relationships;

* ongoing monitoring: continuously review transac-
tions and client behaviour to detect unusual or
suspicious activity and update KYC information;

« reporting obligations: promptly file suspicious
activity reports; failure to report may lead to crimi-
nal liability; and

« internal governance: establish sound internal poli-
cies, appoint a compliance officer and a person
responsible for AML oversight, provide regular staff
training, and maintain comprehensive records for
at least five years.

6. Depositor Protection

6.1 Deposit Guarantee Scheme (DGS)

Deposit Guarantee Scheme (DGS) Requirements
Luxembourg’s depositor protection regime is gov-
erned by the 2015 Law, which transposes DGSD into
national law. This framework establishes two distinct
but complementary mechanisms:

* the

+ Fonds de Garantie des Dépdts Luxembourg
(FGDL), which serves as Luxembourg’s recognised
Deposit Guarantee Scheme (DGS) and covers eli-
gible deposits up to EUR100,000 per depositor per
institution; and

« the Systeme d’Indemnisation des Investisseurs
Luxembourg (SIlIL), which implements Directive
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97/9/EC as the Investor Compensation Scheme for
claims arising from investment business.

The law aims to protect eligible depositors and inves-
tors by ensuring timely repayment of covered deposits
and assets when a credit institution or investment firm
becomes insolvent or unable to meet its obligations.

All credit institutions authorised in Luxembourg are
required to participate in the FGDL. Branches of third-
country banks operating in Luxembourg must also be
members, whereas branches of EEA banks remain
covered by their home-country deposit guarantee
schemes under DGSD’s home-host framework.

Credit institutions must:

» clearly inform depositors — both pre-contractually
and on an ongoing basis — of DGS coverage and
applicable limits;

» maintain accurate depositor data at all times to
facilitate swift payouts by the DGS; and

« implement robust internal procedures to identify
eligible versus non-eligible deposits consistently.

Administration and Governance

The FGDL is an independent legal entity governed
by public law, established under the 2015 Law. The
FGDL collects annual risk-based contributions from
participating credit institutions, manages its financial
resources prudently, and ensures reimbursement of
depositors when a credit institution in Luxembourg
fails.

Operational oversight and co-ordination are exercised
through the Conseil de protection des déposants et
des investisseurs (CPDI), an internal executive body
within the CSSF. The CPDI manages and administers
both the FGDL and the SIIL, instructing payouts when
relevant conditions are met.

The FGDL's intervention is triggered when either:

« the CSSF determines that a credit institution is
unable to repay deposits that are due and payable;
or

+ a court declares the institution insolvent.
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Once activated, the FGDL must reimburse covered
depositors within seven working days, in accordance
with EU standards set by DGSD.

Classes of Depositors and Deposits Covered
Coverage under Luxembourg’s deposit guarantee
scheme extends to most natural persons and a wide
range of legal entities — including small and medium-
sized enterprises (SMEs), non-profit organisations,
and certain public authorities — as set out in the 2015
Law. Excluded from coverage are financial institutions,
investment firms, insurance undertakings, collective
investment schemes, pension funds, and government
bodies; these exclusions apply irrespective of whether
such entities hold accounts directly or as intermediar-
ies.

The scheme protects cash deposits held in any cur-
rency — including current accounts, savings accounts,
and term deposits — provided they are repayable by a
credit institution participating in the FGDL. Excluded
from protection are bearer deposits (due to lack of
traceability), deposits arising from money-laundering
offences or other criminal activities, and all deposits
held by excluded entities.

Special rules

« Temporary High Balances: Certain life events —
such as the sale of a primary residence, insurance
payouts, or inheritance settlements — are protected
up to EUR2,500,000 per depositor per institution
for a period of twelve months following the qualify-
ing event.

« Joint Accounts: Each account holder benefits
separately from coverage up to the standard limit
(EUR100,000).

 Cross-Border Deposits: Deposits at branches of
Luxembourg banks located in other EEA countries
are protected by the host country’s deposit guar-
antee scheme; conversely, Luxembourg branches
of EEA banks are covered by their respective
home-country schemes under the DGSD’s home-
host framework.

Coverage Limits and Payout

The standard coverage limit under Luxembourg’s
deposit guarantee scheme is EUR100,000 per deposi-
tor per credit institution, irrespective of the number
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or type of accounts held. This limit applies on an
individual basis and is aggregated across all eligible
deposits and accounts maintained by a depositor at
the same bank —including joint accounts, where each
account holder benefits separately from coverage up
to this amount.

The FGDL pays out compensation in euros (EUR),
even for deposits denominated in other currencies;
conversion is made using the official exchange rate
applicable on the date when unavailability of depos-
its is determined - either by CSSF decision or court
declaration of insolvency. Payments are made within
seven working days in accordance with EU standards;
in exceptional circumstances where this deadline can-
not be met, mechanisms exist to ensure rapid access
to funds through partial or advance payments.

For investment-related claims, the SIIL provides pro-
tection up to EUR20,000 per investor. This covers
client assets — such as securities or other financial
instruments — held or administered by failed institu-
tions but does not extend to losses arising from mar-
ket fluctuations or poor investment performance.

Funding of the Scheme

The FGDL is funded through annual risk-based contri-
butions collected from all member institutions. These
contributions are calculated based on each institu-
tion’s amount of covered deposits and its individual
risk profile, in accordance with Commission Delegat-
ed Regulation (EU) 2015/63.

If necessary — when available financial resources fall
below the required target level of 0.8% of covered
deposits as set by EU law — the FGDL may impose ex
post contributions on its members or access back-
up financing arrangements. Such arrangements may
include borrowing from other deposit guarantee
schemes or establishing credit lines with commercial
banks to ensure sufficient liquidity.

The FGDL'’s assets are strictly segregated from those
of its member institutions and are invested conserva-
tively in order to maintain high liquidity and capital
preservation, thereby ensuring prompt availability of
funds for depositor reimbursement within the statu-
tory payout period.
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7. Prudential Regime

7.1 Capital, Liquidity and Related Risk
Control Requirements

Basel lll Adherence and Implementation
Luxembourg implements the Basel lll framework
through the CRR, which is directly applicable across
the EU, and the Capital Requirements Directive V
(CRD V), as transposed into national law by the LFS
and complemented by CSSF regulations and circu-
lars. Together, these instruments form part of the Sin-
gle Rulebook governing prudential standards, internal
governance requirements, and disclosure obligations
for credit institutions in Luxembourg; this harmonised
framework ensures consistency in prudential supervi-
sion across all EU member states.

The forthcoming EU banking package — comprising
CRR lll and CRD VI - will complete implementation
of the final Basel Il reforms. Key features include the
introduction of an output floor (limiting capital ben-
efits from internal models relative to standardised
approaches), revised methodologies for calculating
credit risk, market risk, and operational risk in line
with Basel lll standards, enhanced integration of ESG
risks into risk management frameworks, stricter con-
ditions for third-country bank access to EU markets,
and broader reporting requirements aimed at increas-
ing transparency for both supervisors and market par-
ticipants. These reforms are expected to be phased in
over several years following their adoption at EU level.

Risk-Management Framework
Banks in Luxembourg must operate sound risk-man-
agement and governance systems in accordance with

the LFS, CRD V as transposed into national law, EBA/

GL/2021/05, relevant CSSF circulars — including Cir-
cular 12/552 — and CSSF supervisory expectations.
Key features include:

* Board and Senior Management Responsibility:
The board of directors and senior management are
responsible for establishing a robust risk culture,
setting strategy, approving a documented risk
appetite framework, and ensuring effective internal
controls — at all times observing the “four-eyes”
principle requiring at least two persons to direct
business operations.
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* Independent Control Functions: Banks must main-
tain independent control functions for risk manage-
ment, compliance, and internal audit; these func-
tions must have sufficient authority, unrestricted
access to information, freedom from conflicts of
interest, and direct reporting lines to the board.
ICAAP/ILAAP Processes: Institutions must imple-
ment Internal Capital Adequacy Assessment
Processes (ICAAP) and Internal Liquidity Adequacy
Assessment Processes (ILAAP) to demonstrate
ongoing capital and liquidity adequacy; these
processes should be forward-looking, regularly
reviewed by management bodies, independently
validated where appropriate, supported by rigorous
stress testing covering severe but plausible scenar-
ios as well as recovery indicators and contingency
funding plans.
Comprehensive Risk Coverage: Risk frameworks
must address:

(a) credit risk;

(b) market risk;
(c) liquidity risk;
(
(

d) interest rate risk in the banking book (IRRBB);

e) credit spread risk in the banking book
(CRRBB);

f) operational risk;

g) ICT/cybersecurity risks;

h) outsourcing risks; and

i) third-party dependencies.

Operational Resilience Under DORA: With the entry

into force of DORA, banks will face mandatory

requirements for ICT risk management frameworks,

including regular resilience testing procedures for

digital systems; incident-reporting standards; over-

sight of critical third-party service providers; and

enhanced operational resilience expectations.

Supervisory Review Through SREP: Through

the Supervisory Review and Evaluation Process

(SREP), the CSSF and - for significant institu-

tions under direct ECB supervision — the ECB may

impose additional capital requirements or qualita-

tive measures based on an assessment of busi-

ness models, governance arrangements, risks to

capital/liquidity adequacy, internal controls or other

supervisory concerns.

Py
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Quantity and Quality of Capital

Initial capital

Luxembourg credit institutions must hold a minimum
paid-up share capital of EUR8.7 million, which cannot
fall below the authorised capital level as set out in the
LFS and aligned with Article 12 (1) CRR.

Pillar 1 requirements
In addition to the minimum capital requirement, insti-
tutions must maintain:

* a total capital ratio of at least 8% of risk-weighted
assets (RWAs), composed of eligible own funds
(CET1, AT1, T2); and

« a leverage ratio of at least 3%.

Pillar 2 requirements

Under Pillar 2, following SREP, the CSSF may impose
institution-specific capital add-ons to address risks
not fully reflected under Pillar 1 requirements.

Additional capital buffers (to be met in CET1)
« Capital Conservation Buffer (CCoB) — currently
2.5% of total risk exposures;
« Countercyclical Buffer (CCyB) — set quarterly by the
CSSF; for Luxembourg in Q4 2025 currently 0.5%;
+ Systemic Buffers:
(@) Global Systemically Important Institutions
(G-Sll) Buffer — between 1% and 3.5%;
(b) Other Systemically Important Institutions (O-
Sll) Buffer — up to 3%; and
(c) Systemic Risk Buffer (SyRB) — minimum 1%,
applicable to exposures posing systemic risk;
no statutory maximum.

These buffers are cumulative where applicable.

Breaching the combined buffer requirement automati-
cally triggers Maximum Distributable Amount (MDA)
restrictions on dividends, Additional Tier One coupon
payments, and variable remuneration in accordance
with CRD/CRR rules.

Liquidity Requirements

To strengthen both short- and long-term funding resil-
ience, Luxembourg applies the Basel liquidity ratios
as set out in the CRR, which is directly applicable in
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Luxembourg and further detailed by EBA guide-lines
and CSSF circulars:

+ Liquidity Coverage Ratio (LCR) = 100%: This
requires banks to maintain sufficient high-quality
liquid assets (HQLA) to cover total net cash out-
flows over a 30-day period of severe stress,
thereby ensuring short-term liquidity resilience.

* Net Stable Funding Ratio (NSFR) = 100%: This
promotes stable, longer-term funding by requiring
institutions to maintain an amount of available sta-
ble funding at least equal to required stable funding
over a one-year horizon.

In addition to meeting these quantitative ratios, banks
must implement robust qualitative liquidity-risk gov-
ernance frameworks - including early-warning indi-
cators, comprehensive stress testing covering both
idiosyncratic and market-wide scenarios, actionable
contingency funding plans, and ongoing monitoring of
asset encumbrance as well as intraday liquidity posi-
tions — in accordance with CRR requirements and
EBA/CSSF guidance.

Systemically Important Banks and Supervisory
Intensity
Luxembourg banks fall under the SSM:

+ Significant institutions (Sls) are directly supervised
by the ECB pursuant to the SSM.

* Less-significant institutions (LSIs) remain under the
supervision of the CSSF, subject to overarching
ECB oversight.

Systemically important banks face heightened super-
visory expectations:

+ Higher Capital Buffers: O-SII/G-SlI buffers — and
where applicable, a Systemic Risk Buffer (SyRB)

— must be maintained in accordance with CRD V/
CRR Il requirements.

* Enhanced Pillar 2 Requirements and Data Quality:
These institutions are subject to institution-specific
capital add-ons determined through SREP, ele-
vated data-quality standards, and must align their
risk-data aggregation processes with the Basel
Committee on Banking Supervision’s Principles for
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Effective Risk Data Aggregation and Risk Reporting
(BCBS 239).

* MREL/TLAC Obligations: Minimum Requirement
for Own Funds and Eligible Liabilities (MREL)/Total
Loss-Absorbing Capacity (TLAC) requirements
often necessitate issuance of senior non-preferred
debt, Tier 2 or Additional Tier 1 instruments;
compliance is monitored by the Single Resolution
Board for cross-border groups.

* Recovery and Resolution Planning: Robust recov-
ery and resolution plans must be maintained, peri-
odically tested, and integrated into SREP findings
to ensure credible options for restoring viability or
facilitating orderly resolution in stress scenarios.

8. Insolvency, Recovery and Resolution

8.1 Legal and Regulatory Framework
Luxembourg’s regime for the recovery, resolution, and
insolvency of banks is primarily governed by the 2015
Law, which transposes the BRRD into national law.
This legislation establishes a comprehensive frame-
work covering recovery planning, early intervention
powers, resolution measures — including depositor
protection — and insolvency proceedings.

At EU level, this framework operates within the Single
Resolution Mechanism (SRM), created by Regulation
(EU) No 806/2014. Under this mechanism:

» The Single Resolution Board (SRB) acts as the
central resolution authority for significant institu-
tions and cross-border banking groups.

* The CSSF serves as Luxembourg’s national resolu-
tion authority responsible for less significant institu-
tions (LSls) as well as local implementation of SRB
decisions.

Once an institution is deemed “failing or likely to fail”,
and where neither private nor supervisory measures
can restore viability, the relevant resolution authority
may apply one or more statutory resolution tools:

« sale of business tool — transfer all or part of a failing
bank’s business to a private-sector purchaser;
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* bridge institution tool — transfer assets/rights/liabili-
ties to a temporary bridge bank established by the
authority;

- asset separation tool — transfer impaired/non-
performing assets to an asset management vehicle
(“bad bank”) to isolate risk; and/or

* bail-in tool — write down or convert into equity cer-
tain unsecured liabilities so shareholders/creditors
absorb losses before public funds are used.

All banks are required to prepare detailed recovery
plans setting out measures to restore financial sound-
ness under stress scenarios; these plans are reviewed
annually by the CSSF (or ECB for significant institu-
tions). Supervisors may also exercise early-interven-
tion powers — such as requiring management changes
or restricting certain business activities — to stabilise
an institution before insolvency becomes inevitable.

Resolution is initiated when:

« the institution is failing or likely to falil;

« there is no reasonable prospect that private/super-
visory measures will prevent failure; and

« resolution is necessary in the public interest —
notably to safeguard financial stability and protect
depositors/investors.

9. ESG

9.1 ESG Requirements

Legal and Regulatory Framework

ESG regulation in Luxembourg banking is driven pri-
marily by EU law, with national implementation and
supervision by the CSSF. Key instruments include:

* Regulation (EU) 2019/2088 on sustainability-related
disclosures in the financial services sector (SFDR);

+ Regulation (EU) 2020/852 establishing the EU
Taxonomy for environmentally sustainable activi-
ties; and

« Directive (EU) 2022/2464 on corporate sustainabil-
ity reporting (CSRD) - relevant bill 8370 to trans-
pose this directive into Luxembourg.
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Integration of ESG Risks

Banks must identify, measure and manage ESG risks
within their existing risk frameworks. In practice this
requires:

« incorporating environmental and social factors into
credit and investment risk assessments;

« performing scenario analysis and climate stress
tests, covering both physical and transition risks;

« embedding ESG considerations within the Internal
Capital Adequacy Assessment Process (ICAAP)
and Internal Liquidity Adequacy Assessment Pro-
cess (ILAAP); and

« demonstrating board-level oversight and docu-
mented governance of sustainability risks.

The CSSF’s supervisory reviews increasingly test how
ESG risks are integrated into ICAAP/ILAAP method-
ologies and whether quantitative data support those
assessments.

Disclosure and Reporting Obligations

Pillar 3 ESG disclosures

Article 449a CRR and the EBA ITS on ESG disclosures
(EBA/ITS/2022/01) require large institutions to publish
quantitative data on:

» exposure to carbon-intensive sectors;

« alignment with the EU Taxonomy (eg, Green Asset
Ratio); and

- financed emissions and transition plans.

These disclosures are increasingly assessed dur-
ing SREP reviews and may influence Pillar 2 capital
expectations.

CSRD and sustainability reporting

The CSRD, once transposed into national law, extends
non-financial reporting to large companies and listed
SMEs, including banks. Reports must follow the Euro-
pean Sustainability Reporting Standards (ESRS), use
digital tagging (XBRL), and provide double-materiali-
ty analysis — covering both how sustainability issues
affect the bank and how the bank affects society and
the environment. The CSSF has designated CSRD
compliance as a supervisory priority.
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10. DORA

10.1 DORA Requirements

Legal and Regulatory Framework

From January 2025 onwards — with full application of
DORA - Luxembourg credit institutions must comply
with enhanced digital operational resilience require-
ments.

Incident reporting

Institutions must classify ICT incidents by severity;
major incidents must be reported promptly to the
CSSF using standardised templates with follow-up
submissions including root-cause analysis/remedia-
tion plans. Minor incidents must still be logged inter-
nally for audit purposes.

Digital operational resilience testing

Regular testing — including threat-led penetration test-
ing at least every three years for critical/systemically
important institutions — is mandatory; all vulnerabilities
identified through such testing must be remediated/
documented for supervisory review.

ICT third-party risk management

Outsourcing arrangements involving ICT services
require enhanced due diligence/contractual oversight:
maintaining a register of all arrangements; ensuring
contracts include mandatory clauses on access/
audit/termination; preparing contingency/exit strate-
gies; with certain providers designated as critical ICT
service providers subject to direct EU-level oversight
under DORA.

Information sharing

Banks may participate in cyber-threat intelligence-
sharing networks — provided confidentiality obliga-
tions/competition safeguards are respected - to
strengthen sector-wide resilience against emerging
threats such as cyber-attacks.

CSSF Supervisory Approach

The CSSF will supervise compliance with DORA
through thematic reviews, incident-reporting assess-
ments, and on-site inspections in accordance with
both DORA requirements and established supervisory
practices.
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Initial focus areas include:

» governance arrangements and board-level aware-
ness of ICT risks, including the board’s responsibil-
ity for setting digital operational resilience strategy
and ensuring effective oversight;

« the quality, accuracy, and timeliness of ICT-related
incident notifications as required by DORA,;

» ongoing monitoring, due diligence, contractual
compliance, and risk assessment relating to critical
third-party service providers.

Where weaknesses are detected during supervisory
activities, the CSSF may impose remedial actions or
- where warranted — administrative sanctions such
as fines or other measures provided under DORA
and national law. The authority also co-ordinates with
other EU regulators through the Joint Oversight Forum
established by DORA to ensure consistent cross-bor-
der enforcement.

Luxembourg’s existing ICT risk management stand-
ards under CSSF Circular 20/750 (on information
and communication technology (ICT) and security
risk management) and outsourcing standards under
CSSF Circular 22/806 (on outsourcing arrangements),
as amended following the entry into force of DORA,
remain important sources of regulatory obligations for
all relevant institutions.

11. Horizon Scanning

11.1 Regulatory Developments

Banking regulatory updates in Luxembourg are pre-
dominantly steered at the EU level. CSSF and the
BCL are actively aligning domestic requirements with
new EU rulebooks while modernising their supervi-
sory approach through increased use of data analyt-
ics (“SupTech”), enhanced data collection processes,
risk-based thematic reviews, and targeted inspec-
tions.

Going forward, banks in Luxembourg will need to
implement several important reforms in laws and reg-
ulations, including, but not limited to, the following
outlined below.
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* Prudential Reforms Under CRD VI and CRR Il
These measures will complete implementation of
final Basel Il standards in the EU - introducing an
output floor for internal models, revised method-
ologies for credit/market/operational risk calcula-
tions, stricter third-country access conditions for
non-EU banks, as well as expanded reporting
obligations.

+ ESG Integration Into Prudential and Disclosure
Frameworks: ESG factors will become embed-
ded within both prudential regulation (including
risk management practices and capital planning)
and disclosure requirements — reflecting evolving
EBA guidelines as well as broader EU sustainable
finance initiatives.

+ AML Package and Creation of AMLA: The adop-
tion of AMLR, AMLA Regulation, and AMLD6 will
harmonise anti-money laundering standards across
member states, establish AMLA, and fundamen-
tally reshape financial crime compliance as well as
cross-border supervision.

« Amendments to the EU Securitisation Regula-
tion and Payments Legal Framework: Changes to
securitisation rules will impact due diligence obli-
gations, risk retention requirements, and transpar-
ency standards. Parallel reforms to payments law
— currently under PSD2 — are expected to address
open banking developments, consumer protection
enhancements, fraud prevention measures, and
operational resilience expectations.

The CSSF’s supervisory strategy remains pragmat-
ic; however, expectations regarding documentation
quality and data integrity continue to rise across all
risk disciplines. Institutions should anticipate more
granular data requests from supervisors alongside
heightened scrutiny of internal controls, governance
arrangements, and compliance documentation.

CRD VI/CRR Il Implementation

The CRD VI and the CRR lll, published in July 2024,
will fundamentally reshape the EU prudential land-
scape from 2026 onwards. In Luxembourg, the pro-
cess of transposing CRD VI commenced in October
2025 with Bill No 8627, which will amend the LFS.
By contrast, CRR Ill is directly applicable across all
member states without further national implementa-
tion measures.
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The main policy shifts introduced by these instru-
ments are described below.

« Governance and Suitability: Expanded fit-and-
proper requirements mandate more detailed suit-
ability assessments for members of management
bodies and key function holders - including ongo-
ing monitoring — together with reinforced diversity
objectives and mandatory documentation of indi-
vidual responsibilities within management bodies.

+ ESG Risk Integration: Boards are now required to
incorporate environmental and social risk factors
into their overall business strategy, risk appetite
statements, internal governance arrangements,
and control functions; this includes explicit integra-
tion of climate-related risks into risk management
processes.

* Third-Country Branches: Foreign banks wishing
to offer banking services in any EEA country will
generally be required to establish a supervised
branch within that country — subject to host state
authorisation and ongoing supervision — replacing
previous models based on cross-border service
provision or passporting.

Member states must transpose CRD VI by 1 January
2026; its provisions will apply from 10 January 2026
except for those relating to third-country branches —
which become applicable from 11 January 2027. Tran-
sitional measures may apply for certain requirements;
institutions should closely monitor both national legis-
lative developments (including Bill No 8627) and CSSF
guidance regarding implementation timelines.

ESG and CSRD Integration

The Corporate Sustainability Reporting Directive
(CSRD - Directive (EU) 2022/2464) is being transposed
in Luxembourg via Bill No 8370, tabled in March 2024.
The CSRD replaces and significantly expands upon
the Non-Financial Reporting Directive by introducing
more detailed sustainability reporting obligations for
a broader range of entities. The first reporting cycle
for large public-interest entities commenced with the
2025 financial year, requiring use of the European Sus-
tainability Reporting Standards (ESRS) — which set out
comprehensive disclosure requirements on ESG mat-
ters — and digital XBRL tagging from 2026 to enhance
comparability across the EU.
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For banks, ESG considerations have evolved beyond
mere disclosure obligations to become integral com-
ponents of risk management frameworks. The EBA’s
forthcoming 2025 Guidelines on ESG Risk Manage-
ment and Supervision will formalise expectations that
institutions integrate climate-related and environmen-
tal risks into their governance structures, business
strategies, credit policies, and ICAAP processes;
these guidelines will apply to both significant insti-
tutions under ECB supervision and less significant
institutions overseen by national authorities such as
the CSSF.

The CSSF has already begun incorporating ESG ele-
ments into SREP assessments, including thematic
reviews assessing:

* the robustness of climate scenario analysis;

+ the consistency between CSRD reports, Pillar 3
disclosures under CRR/CRD V, and internal risk
frameworks; and

* board-level understanding of both transition risks
(arising from policy or technological changes
towards a low-carbon economy) and physical risk
exposures (stemming from climate-related events).

EU AML Package and AML Authority

The EU’s new Anti-Money Laundering (AML) and
Counter-Terrorist Financing (CTF) package — compris-
ing AMLR, AMLDG6, and the AMLA Regulation, which
establishes the pan-European AMLA, will introduce a
single rulebook and a centralised supervision model
across the European Union. AMLA, headquartered
in Frankfurt, will co-ordinate national authorities
and directly supervise selected high-risk or systemi-
cally important cross-border institutions from 2026
onwards. National authorities will continue to super-
vise most domestic entities under harmonised stand-
ards with enhanced co-ordination.

Luxembourg will amend the Law of 12 November
2004 on AML/CFT to align with this new regime. The
CSSF is expected to update its sectoral AML Hand-
book, risk-factor guidance, and reporting templates
once relevant EU secondary legislation is finalised;
transitional arrangements may apply during imple-
mentation.
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Key innovations include:

* harmonised customer due diligence standards
across member states;

« enhanced beneficial ownership transparency
through stricter register requirements;

« common sanctions lists facilitating uniform applica-
tion of restrictive measures; and

* new reporting channels for suspicious transaction
data designed to streamline communication with
Financial Intelligence Units (FIUs) and AMLA.

For Luxembourg banks, this package signals more
intensive cross-border co-operation among supervi-
sors and a greater reliance on data-driven monitor-
ing techniques. Institutions will need to modernise
screening tools, update group-wide policies and pro-
cedures, enhance data quality controls, and ensure
their compliance frameworks are robust enough to
meet heightened regulatory expectations across all
jurisdictions in which they operate.

Securitisation Refit — Streamlining Private
Transactions

The EU Securitisation Regulation (Regulation (EU)
2017/2402) is undergoing significant revision as part
of the “Securitisation Refit” — a reform initiative aimed
at simplifying the regulatory framework and revitalis-
ing European securitisation markets within the broad-
er context of capital markets union. Luxembourg, as
one of the EU’s key jurisdictions for securitisation
activity, is expected to be significantly impacted by
these changes.

Key amendments proposed for private securitisations
include:

+ a simplified, principles-based due diligence pro-
cess designed to reduce prescriptive requirements
while ensuring robust risk assessment by institu-
tional investors;

* reduced transparency requirements for private
securitisations, distinguishing them from public
transactions but retaining core disclosures neces-
sary for investor protection;

« adjusted criteria for Simple, Transparent and
Standardised (STS) securitisations — including syn-
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thetic on-balance-sheet deals - to facilitate their
use as effective capital management tools; and

+ appointment of a lead supervisor for cross-border
securitisations in order to streamline supervision
and reduce regulatory fragmentation.

The reform aims to strike an appropriate balance
between investor protection and market efficiency,
acknowledging the operational burden imposed by
previous disclosure templates. Its overarching objec-
tive is to enhance securitisation transactions within
the European Union as an essential tool for deploy-
ing more funds into the real economy — particularly
supporting SME financing — and improving secondary
market liquidity.

Luxembourg-originated securitisations — especially
private and synthetic structures — are expected to
benefit from reduced administrative friction, faster
execution timelines, and better alignment with cap-
ital-relief objectives. Nevertheless, strict compliance
with STS standards and due diligence criteria remains
critical in order to preserve investor confidence and
ensure continued regulatory recognition.

The relevant legislative proposal was released in June
2025; amendments are expected to be implemented
in 2026 subject to completion of the EU legislative
process. Transitional measures may apply depending
on final adoption timelines.

PSD3 and PSR - The New Payments Architecture
The European Commission’s proposals for a new Pay-
ment Services Directive (PSD3) and a directly appli-
cable Payment Services Regulation (PSR) are set to
modernise Europe’s payments framework by replac-
ing PSD2 (Directive (EU) 2015/2366). This reform aims
to strengthen consumer protection, enhance fraud
prevention measures, improve open-banking security,
and level the regulatory playing field between banks
and fintechs.

The package introduces clearer rules on access-to-
account interfaces (APIs), expands data-sharing obli-
gations for authorised third-party providers while safe-
guarding customer privacy, and establishes consistent
standards for instant payments as well as strong cus-
tomer authentication (SCA). Once adopted, the PSR
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will have direct effect across all member states; PSD3
will require transposition into Luxembourg law - likely
through amendments to the 2009 Law.

The CSSF - which supervises payment institutions
and e-money institutions — is preparing to adapt its
licensing regime and safeguarding requirements once
final texts are approved. The CSSF is also assessing
alignment between PSR requirements and DORA due
to overlapping cyber risk management and incident-
reporting obligations.

Implementation of PSD3/PSR will
impacts on payment operations:

have several

» Banks and payment institutions will face tighter
fraud-reporting obligations as well as stronger
reimbursement rights for victims of payment fraud
—including mandatory refund timelines in certain
scenarios.

* Open banking rules will be clarified; participants
must enhance interface reliability, authentication
processes, and compliance with new API stand-
ards.

« Providers offering Buy Now, Pay Later (BNPL) or
embedded-finance products must co-ordinate
with Consumer Credit Directive Il (Directive (EU)
2023/2225), which extends conduct-of-business
rules — including pre-contractual information provi-
sion — to short-term digital credit products.

Adoption of the final texts of the PSD3/PSR package
is expected in late 2025 or early 2026.

EBA SREP and Stress-Testing Framework Update
The EBA launched consultations in October 2025 on
revised Guidelines for SREP as well as on supervi-
sory stress-testing methodologies. These reforms
reflect both the CRD VI package and DORA’s opera-
tional resilience concepts by integrating ESG, ICT,
and governance risk factors more explicitly into pru-
dential assessments. SREP remains a cornerstone of
EU banking supervision; EBA Guidelines are binding
on national authorities such as the CSSF through the
“comply or explain” mechanism.

The updated SREP will:
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» standardise the treatment of ESG risk drivers
across credit, market, and operational risk catego-
ries to ensure consistent integration into banks’
risk management frameworks;

* incorporate digital operational resilience metrics to
assess banks’ preparedness for severe ICT disrup-
tions in line with DORA requirements; and

» strengthen links between qualitative findings -
such as governance or risk management weak-
nesses — and Pillar 2 capital guidance (P2G), with
increased emphasis on board-level engagement
with ESG and ICT risks.

For supervisory stress testing, the EBA will move
toward a more forward-looking, scenario-based
approach requiring granular data on climate transi-
tion risks, physical risks from environmental events,
and cyber-incident losses. Scenario calibration must
be robustly documented and subject to board-level
oversight.

Luxembourg institutions should prepare for more
detailed requests under ICAAP and ILAAP processes
— including comprehensive documentation of model
assumptions, scenario calibration methodologies,
data sources used in stress testing, and evidence of
board-level oversight over stress-test governance.
While smaller banks will continue to benefit from pro-
portionality in supervisory expectations, all entities
must demonstrate clear traceability between their
internal risk frameworks and reported ESG/ICT met-
rics.

The CSSF plans to apply this new framework in its
2026 supervisory cycle — complementing macropru-
dential assessments conducted by the BCL.

Regulatory Outlook 2026-2027

Luxembourg’s banking regulatory environment is
entering one of its most dynamic periods in recent
years, characterised by multiple amendments, new
legislative packages - including CRD VI/CRR I,
DORA, CSRD, the AML package with AMLA estab-
lishment, and the Securitisation Refit — and evolving
supervisory expectations. Most of these reforms are
EU-driven as part of a broader effort to strengthen
the resilience, transparency, and competitiveness of
Europe’s financial sector. Banks are now expected to
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adapt their operations to a framework that emphasis-
es sustainability integration, digital-by-design supervi-
sion, and co-ordinated evidence-based governance.

Three themes will define the coming regulatory cycle:

+ Sustainability: ESG considerations are becoming
embedded in prudential supervision, risk manage-
ment frameworks (including ICAAP), disclosure
obligations (CSRD/ESRS; Pillar 3), and board-level
accountability. Supervisors expect robust climate
scenario analysis, consistency between sustaina-
bility disclosures and internal risk frameworks, and
clear board responsibility for managing ESG risks.
Digital-By-Design: Reporting and compliance pro-
cesses are shifting toward structured, automated,
technology-enabled formats — driven by initiatives
such as DORA and PSR - requiring significant
upgrades to information systems architecture, real-
time data pipelines, cyber-resilience measures, and
incident-reporting capabilities.

Integrated Risk Perspective: Prudential (capital/
liquidity), ESG (climate/transition/physical), opera-
tional (ICT/cyber), and conduct risks are increas-
ingly treated as interdependent elements within
banks’ overall governance strategies. Supervisors
assess how these risks interact through processes
such as SREP - which now explicitly links qualita-
tive findings across domains to capital guidance.
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In practice, success will depend on institutions’ ability
to align risk management, finance, and ESG compli-
ance functions around shared data architectures and
control frameworks. While the CSSF continues to
apply a proportionate approach tailored to institution
size or complexity, it expects demonstrable readiness
for change initiatives, credible project governance,
robust documentation, and consistent implementa-
tion across all business lines.

The years ahead will focus less on introducing new
obligations than on proving that governance struc-
tures, systems integration efforts, and high-quality
data can deliver regulatory outcomes efficiently and
transparently within the EU’s modern supervisory
model. Institutions achieving this integration early will
be best placed to maintain regulatory confidence -
and operational resilience — in an increasingly complex
European landscape.
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Introduction

Luxembourg’s banking sector is navigating a period
of significant change driven by twin pressures: rapid
digitalisation and an increasing focus on sustainabil-
ity. These are two of the principal objectives under-
pinning current European Union strategies — such as
the Digital Finance Strategy and the European Green
Deal —-for the coming years. Digital transformation has
become imperative for credit institutions seeking to
simplify operations, enhance efficiency, and improve
customer experience; this ranges from automat-
ing processes with artificial intelligence to providing
round-the-clock mobile banking services. At the same
time, sustainable finance imperatives are fundamen-
tally reshaping banking strategies: banks are increas-
ingly required — by evolving regulatory frameworks
and market expectations — to integrate environmental,
social, and governance (ESG) criteria into their opera-
tions, risk assessments, and financial products. This
dual transition is expected to drive further evolution
in Luxembourg’s banking industry by blending its tra-
ditional strengths in cross-border finance — namely
efficiency, speed, and pragmatism — with new tech-
nology-driven services such as advanced data gov-
ernance frameworks and artificial intelligence-based
process automation.

Regulatory authorities in Luxembourg have responded
with a balanced approach that promotes innovation
while preserving stability and investor confidence.
The Commission de Surveillance du Secteur Finan-
cier (CSSF), for example, has actively encouraged
fintech developments by establishing frameworks for
crypto-asset issuances while maintaining robust over-
sight mechanisms designed to ensure effective risk
management. Overall, Luxembourg’s regulatory initia-
tives aim to maintain the jurisdiction’s long-standing
resilience as a trusted financial centre and to harness
new technological solutions that increase operational
efficiency.

Tokenisation and Blockchain Enter the Financial
Mainstream

A significant legislative initiative has recently been
undertaken in Luxembourg’s financial sector, ena-
bling the integration of distributed ledger technologies
(DLTs), primarily blockchain, into traditional finance
through asset tokenisation. This development pro-
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vides a robust yet forward-looking legal framework
for the use of such technologies within capital mar-
kets. Between 2023 and 2024, the Luxembourg leg-
islature enacted the fourth instalment in a series of
blockchain-friendly laws (known as the “Blockchain IV
Law”), which explicitly permits the issuance and circu-
lation of securities, including equities and fund units,
on DLT platforms. In practical terms, companies can
now maintain their statutory registers on blockchain
platforms, and these records have the same legal
status as those maintained via traditional registration
methods.

Another innovation introduced by the Blockchain
IV Law is the establishment of the “control agent”
— a regulated entity overseen by the CSSF - which
bridges on-chain and off-chain systems. The control
agent maintains official issuance accounts for tokens
while validating or reconciling transactions, effectively
replacing conventional central securities depositories
within DLT-based issuances. Essentially, Luxem-
bourg combines the operational efficiency enabled by
decentralisation with the strong legal certainty pro-
vided by regulatory oversight through control agents.

These developments are expected to accelerate the
convergence of digital assets and traditional finance —
a domain where distinctions are increasingly blurred.
Banks operating in Luxembourg have already begun
experimenting with tokenised products based on DLT.
Together with other regulatory frameworks, such as
the EU’s Markets in Crypto-Assets Regulation (MiCA),
tokenised instruments can now be more readily inte-
grated into established legal structures and business
operations. The overarching aim is for blockchain
technology to deliver enhanced cost-effectiveness
and time efficiency for traditional financial products
by facilitating immediate settlements and reducing
dependence on intermediaries, such as central secu-
rities depositories. Through these measures, Luxem-
bourg continues to position itself as an international
hub where the innovative fusion of traditional finance
and decentralised solutions can thrive without com-
promising trust or certainty.
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MiCA Establishes a Regulated Digital-Asset
Market

The introduction of the EU’s Markets in Crypto-
Assets Regulation (MiCA) is a significant milestone
for Europe’s crypto sector, including in Luxembourg,
by establishing harmonised rules designed to fos-
ter innovation while protecting investors. In Luxem-
bourg, where digital asset markets are already well
developed, the authorities have issued some of the
first crypto-asset service provider (CASP) licences
in Europe under MiICA. This new regime replaces
an unregulated environment with a comprehensive
framework ensuring prudential oversight comparable
to that of other fintech sectors.

Luxembourg responded swiftly by adapting its nation-
al legislation. The CSSF has been designated the
competent authority responsible for monitoring com-
pliance with MiCA requirements, and other legal texts
are being updated accordingly. For example, crypto-
related activities are being added to those regulated
under Luxembourg’s Law on the Financial Sector
(LFS), enabling banks to offer crypto services within
their existing licences. Further amendments ensure
that anti-money laundering obligations now explicitly
cover virtual asset transactions.

The CSSF retains broad supervisory powers, including
conducting on-site inspections and imposing sanc-
tions where necessary, while co-ordination with other
authorities is becoming increasingly important. The
Central Bank of Luxembourg is monitoring potential
stablecoin issuances (“asset-referenced tokens” or
“e-money tokens”), as these could have implications
for monetary policy or payment systems if large euro-
backed stablecoins emerge.

Established financial institutions, such as private
banks and fund managers, are closely observing
these developments; many may become more active
participants as regulatory certainty increases. Thanks
to its longstanding expertise in supervising innovative
finance, the CSSF can ensure that this rapidly evolving
market develops efficiently within robust regulatory
parameters, thereby reinforcing Luxembourg’s repu-
tation as a jurisdiction that is innovation-friendly and
prudent.
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With full implementation scheduled for 2025, following
the expiration of transitional arrangements by 2026,
the rapid development of a regulated crypto market
in Luxembourg can be anticipated.

FIDA and Digital Identity to enable Connected
Finance

The next phase of data sharing, open finance, is immi-
nent in the European Union, prompting Luxembourg’s
credit institutions to prepare for its anticipated impact.
The proposed Financial Data Access Regulation
(FIDA), which is still being negotiated as of 2025, aims
to extend the core principles established under the
Second Payment Services Directive (PSD2) — and the
expected refinements under PSD3/Payment Services
Regulation — to encompass a much broader array of
financial data, not just payment accounts. Under this
regime, banks, investment firms, insurance compa-
nies and payment institutions would be required to
share customer information with licensed third-party
providers upon obtaining explicit customer consent.

This expanded access will enable the development
of innovative solutions: customers’ various financial
accounts, including loans, investments, pensions and
mortgages, can be aggregated into unified platforms
providing a holistic overview or consolidated credit
scoring services. Once adopted, which is anticipated
between late 2025 and early 2026, with implementation
likely to be scheduled for 2027, financial institutions
will need to invest significantly in secure data-sharing
technologies, such as application programming inter-
faces (APIs). As this ecosystem matures, competitive
pressures within the sector are expected to intensify.

Alongside these open finance developments, the
European Union is updating its Electronic Identifica-
tion, Authentication and Trust Services Regulation
(eIDAS 2.0). This update introduces a “European
Digital Identity Wallet”, which will allow individuals
across member states to prove their identity online
and securely share verified personal attributes for
both public and private sector interactions and trans-
actions. For example, banking customers may soon
be able to open accounts remotely at any EU-based
institution using government-backed digital identifica-
tion, rather than submitting physical documentation
manually.
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Financial institutions — including those based in Lux-
embourg — will thus be able to rely on official digital
identities both during onboarding procedures and
subsequent authentication steps. This will streamline
cross-border client acquisition without undermining
KYC obligations or anti-money laundering controls.
However, explicit client consent remains paramount,
and robust internal processes must ensure full com-
pliance with all applicable data protection require-
ments whenever personal information is processed
or shared.

Taken together, these initiatives — open finance via
FIDA and secure digital identification via eIDAS 2.0
— are considered complementary pillars underpinning
Luxembourg’s forward-looking approach to digital
finance. They promise consumers greater conveni-
ence, efficiency and transparency, while ensuring rig-
orous safeguards around privacy protection, security
and integrity remain firmly in place.

Digital Lending and Robo-Advice in the “Click Era”
Following the adoption of the recast EU Consumer
Credit Directive (CCD) in 2023, retail lending within
the European Union is undergoing significant reform,
with the directive having to be transposed into Lux-
embourg law by 2026. The revised directive broad-
ens consumer credit regulation to encompass mod-
ern lending models such as microcredit facilities and
buy-now-pay-later (BNPL) products, as well as tra-
ditional loans. It also introduces strengthened pro-
tections for borrowers operating within increasingly
digitalised environments. Key changes include har-
monised requirements for a thorough assessment of
each customer’s ability to repay, using all available
relevant data, as well as enhanced transparency obli-
gations covering marketing practices, pre-contractual
disclosures and ongoing communications throughout
a loan’s lifecycle.

The overarching obijective is responsible lending:
banks across Europe, including those based in Lux-
embourg, must adapt their mechanisms for offering
digital credit products so that consumer protection
remains uncompromised, irrespective of the distribu-
tion channel. Information on fees, advice provision or
support delivered via apps or websites must be just as
clear, accessible and comprehensive as that provided
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through traditional face-to-face interactions, ensuring
that consumers can make fully informed decisions at
every stage.

Digitalisation, and particularly artificial intelligence,
has also been increasingly integrated into investment
services. Robo-advisory platforms now offer algo-
rithm-driven investment recommendations or portfolio
management solutions designed to increase efficien-
cy, reduce costs and broaden access among retail cli-
ents. In Luxembourg, these automated advisory tools
are regulated in the same way as human advisers:
providers must ensure full compliance with the suit-
ability and appropriateness assessments mandated
by the Markets in Financial Instruments Directive Il
(MIFID II). Regular validation, testing and transparency
around service operation remain essential obligations.

Looking ahead, market participants should close-
ly monitor further regulatory developments under
Europe’s Retail Investment Strategy, which seeks to
provide even greater levels of protection and transpar-
ency for retail investors. Robo-advisers active within
Luxembourg will be expected to promptly align with
any new rules arising from this initiative.

Instant Payments and Digital Euro: Refreshing the
Payments Architecture

As of October 2025, preparatory work for the introduc-
tion of a digital euro — a central bank digital currency
(CBDC) for the eurozone — was finalised. A decision
on whether to proceed with the project is expected
in the coming months. If approved by EU policymak-
ers, the relevant regulations could be adopted as early
as 2026, with implementation potentially scheduled
for 2029. In such an event, retail distribution would
occur via banks and payment service providers,
meaning that financial institutions in Luxembourg
would be responsible for offering customers access
to digital euro wallets alongside traditional accounts.
Banks are currently assessing the technical integra-
tion requirements and compliance obligations neces-
sary to ensure that transactions involving the digital
euro can be processed instantly and securely, in line
with existing electronic payment standards. This will
require substantial upgrades or adjustments to their
current infrastructures.
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Meanwhile, the European Union has mandated that
instant payments become standard practice: since
early 2025, all banks operating in Luxembourg and
across Europe have been obliged to provide custom-
ers with access to euro credit transfers that settle
within ten seconds at low or no cost. While most insti-
tutions had previously offered such services voluntar-
ily, these new rules guarantee the universal availabil-
ity and affordability of real-time payments throughout
SEPA. The ongoing implementation by Luxembourg’s
banking sector is making electronic transactions fast-
er, safer and more user-friendly than ever before.

Together, these developments — the potential launch
of a retail digital euro alongside enhancements to
conventional payment systems — signal that cash-
less payments in Luxembourg have entered an era
of unprecedented innovation, supported by robust
regulatory oversight.

Convergence of the Agendas

Luxembourg’s 2026 agenda is fully aligned with the
European Union’s established priorities: digital trans-
formation, data-centric innovation, operational resil-
ience and sustainable finance. Previously independent
regulatory initiatives are now converging into an inte-
grated framework for banking regulation. For instance,
initiatives aimed at improving data integrity and trans-
parency are advancing both prudential supervision
objectives and ESG goals simultaneously. Digital tools
such as artificial intelligence (Al) and blockchain tech-
nology are being used to address sustainability chal-
lenges and improve the efficiency and compliance of
financial institutions.

Banks will be required to demonstrate not only their
capacity for innovation, but also their ability to inno-
vate securely, ethically and consistently with broader
societal objectives. As one of Europe’s core finan-
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cial centres, Luxembourg has taken significant steps
towards implementing these goals through proactive
policy measures. The CSSF continues to take a prag-
matic yet responsive approach, combining robust
supervisory oversight with commercial pragmatism,
and has signalled clear intentions to embrace trans-
formative technologies such as Al without compro-
mising its fundamental mission of balancing techno-
logical advancement with regulatory trust.

As new EU regulations emerge relating to Al applica-
tions in finance, open access frameworks for finan-
cial data, or enhanced requirements for sustainable
finance reporting, Luxembourg is expected to judi-
ciously implement these measures. In particular, the
CSSF is likely to place increased emphasis on ensur-
ing high standards of data quality, promoting inter-
operability among diverse digital systems, upholding
rigorous Al ethics standards, guaranteeing reliable
regulatory reporting foundations, facilitating seam-
less platform integration, and ensuring the responsi-
ble deployment of advanced technologies across all
relevant domains.

Drawing upon its extensive experience as an inter-
national, cross-border financial hub, Luxembourg
possesses unique strengths that will enable it to suc-
cessfully navigate this evolving landscape. The juris-
diction has repeatedly demonstrated that sustained
innovation can coexist harmoniously alongside endur-
ing stability — a formula it intends to preserve and
advance in future years. Through continued collabo-
ration between regulators and industry stakeholders,
Luxembourg remains exceptionally well positioned
to retain its status as a European leader in financial
sector innovation — one which embraces the ongoing
digital revolution and channels these developments
towards supporting long-term sustainable economic
growth.



CHAMBERS GLOBAL PRACTICE GUIDES

Chambers Global Practice Guides bring you up-to-date, expert legal
commentary on the main practice areas from around the globe.
Focusing on the practical legal issues affecting businesses, the
guides enable readers to compare legislation and procedure and
read trend forecasts from legal experts from across key jurisdictions.

To find out more information about how we select contributors,
email Rob.Thomson@chambers.com



	INTRODUCTION�
	Contributed by Johannes de Jong and Juliet de Graaf, Osborne Clarke NV�

	ANDORRA�
	Law and Practice�
	Contributed by Cases & Lacambra�

	Trends and Developments�
	Contributed by Cases & Lacambra�


	ANGOLA�
	Law and Practice�
	Contributed by VdA�


	AUSTRIA�
	Law and Practice�
	Contributed by KPMG Law - Buchberger Ettmayer Rechtsanwälte�

	Trends and Developments�
	Contributed by HSP Rechtsanwälte GmbH�


	BAHRAIN�
	Law and Practice�
	Contributed by Al Tamimi & Co.�

	Trends and Developments�
	Contributed by Al Tamimi & Co.�


	BANGLADESH�
	Law and Practice�
	Contributed by The Legal Circle�


	BOLIVIA�
	Trends and Developments�
	Contributed by Dentons Guevara & Gutierrez�


	BRAZIL�
	Law and Practice�
	Contributed by T Magalhaes Advogados�

	Trends and Developments�
	Contributed by T Magalhaes Advogados�


	BULGARIA�
	Law and Practice�
	Contributed by Kinstellar�

	Trends and Developments�
	Contributed by Kinstellar�


	CZECH REPUBLIC�
	Trends and Developments�
	Contributed by BBH, advokátní kancelář, s.r.o.�


	EU�
	Law and Practice�
	Contributed by PwC Legal�

	Trends and Developments�
	Contributed by PwC Legal�


	GERMANY�
	Law and Practice�
	Contributed by Sullivan & Cromwell LLP�

	Trends and Developments�
	Contributed by PwC Legal�


	GREECE�
	Law and Practice�
	Contributed by Zepos & Yannopoulos�

	Trends and Developments�
	Contributed by Zepos & Yannopoulos�


	INDONESIA�
	Law and Practice�
	Contributed by ABNR�

	Trends and Developments�
	Contributed by ABNR�


	ITALY�
	Law and Practice�
	Contributed by Cleary Gottlieb Steen & Hamilton LLP�

	Trends and Developments�
	Contributed by Cleary Gottlieb Steen & Hamilton LLP�


	JAPAN�
	Law and Practice�
	Contributed by Anderson Mori & Tomotsune�

	Trends and Developments�
	Contributed by Anderson Mori & Tomotsune�


	LIECHTENSTEIN�
	Law and Practice�
	Contributed by Schurti Partners Attorneys at Law Ltd�


	LUXEMBOURG�
	Law and Practice�
	Contributed by Luther S.A.�

	Trends and Developments�
	Contributed by Luther Rechtsanwaltsgesellschaft mbH�


	MAURITIUS�
	Law and Practice�
	Contributed by BLC Robert & Associates�


	MEXICO�
	Law and Practice�
	Contributed by Ritch, Mueller y Nicolau, S.C.�

	Trends and Developments�
	Contributed by Ritch, Mueller y Nicolau, S.C.�


	MOZAMBIQUE�
	Law and Practice�
	Contributed by VdA�


	NETHERLANDS�
	Law and Practice�
	Contributed by Osborne Clarke NV�

	Trends and Developments�
	Contributed by Osborne Clarke NV�


	OMAN�
	Law and Practice�
	Contributed by Al Busaidy, Mansoor Jamal & Co (AMJ)�

	Trends and Developments�
	Contributed by Al Busaidy, Mansoor Jamal & Co (AMJ)�


	PORTUGAL�
	Law and Practice�
	Contributed by VdA�

	Trends and Developments�
	Contributed by Abreu Advogados�


	SENEGAL�
	Law and Practice�
	Contributed by SCP Houda & Associés�

	Trends and Developments�
	Contributed by SCP Houda & Associés�


	SLOVAKIA�
	Law and Practice�
	Contributed by BBH, advokátska kancelária, s.r.o.�


	SWEDEN�
	Law and Practice�
	Contributed by Harvest Advokatbyrå�

	Trends and Developments�
	Contributed by Harvest Advokatbyrå�


	SWITZERLAND�
	Law and Practice�
	Contributed by Loyens & Loeff�

	Trends and Developments�
	Contributed by MLL Legal Ltd�


	TAIWAN�
	Law and Practice�
	Contributed by Lee and Li, Attorneys-at-Law�

	Trends and Developments�
	Contributed by Lee and Li, Attorneys-at-Law�


	UK�
	Law and Practice�
	Contributed by PwC Legal�

	Trends and Developments�
	Contributed by PwC Legal�


	UKRAINE�
	Law and Practice�
	Contributed by Arzinger Law Firm�

	Trends and Developments�
	Contributed by Arzinger Law Firm�


	USA�
	Law and Practice�
	Contributed by Latham & Watkins LLP�

	Trends and Developments�
	Contributed by Latham & Watkins LLP�


	USA - NEW YORK�
	Trends and Developments�
	Contributed by Moses Singer�



